
May 16, 2000 
S 1260. SECURITY OF ELECTRONIC RECORDS. TO AMEND THE PUBLIC RECORDS LAW 
TO PROTECT THE INTEGRITY OF ELECTRONIC RECORDS WITH THE STATE'S 
COMPUTER SYSTEMS. Amends GS 132-6.1(c) to provide that public agency is not required to 
disclose for public inspection records concerning hardware or software security, passwords, 
codes, or other information that would allow unauthorized access to electronic data processing 
systems.  
Intro. by Reeves. 
Held Rule 43 GS 132 
 
June 1, 2000 
S 1260. SECURITY OF ELECTRONIC RECORDS. Intro. 5/18/00. Senate committee substitute 
makes the following changes to 1st edition.  Clarifies that proposed amendment to GS 132-6.1 
exempts “information relating to” its hardware, software, etc, from disclosure, including any 
security features and deletes requirement that information sought would have to allow 
unauthorized access to data processing systems to be exempt from disclosure under the bill’s 
provisions.  
 
June 13, 2000 
S 1260. SECURITY OF ELECTRONIC RECORDS. Intro. 5/18/00. Senate amendment makes the 
following changes to 2nd edition. Amends GS 132.6.1(c) to provide that section does not require a 
public agency to disclose “security features of its electronic data processing systems, information 
technology systems, telecommunications networks, or electronic security systems, including 
hardware or software security, passwords, or security standards, procedures, processes, 
configurations, software, and codes.” 
 
 


