
April 10, 2003 
H 1003. IT SECURITY CHANGES. RELATING TO STATE GOVERNMENT INFORMATION 
TECHNOLOGY SECURITY. Amends GS 147-33.82(f)(1) to require that agency heads inform the 
Chief Information Officer of any information technology security incidents within 24 hours of 
confirmation of the incident.  Further amends GS 147-33.82(f)(4) to require criminal background 
reports from the State Repository of Criminal Histories on agency information technology liaisons, 
and to require that report include criminal information from both NC and National Repositories of 
Criminal Histories if liaison has been a resident of NC for less than five years.  Adds new GS 147-
33.89 requiring that state agencies develop a business and disaster recovery plan for information 
technology and establish a disaster recovery planning team which shall consider a number of 
listed factors in developing the agency’s plan.  The plan shall be submitted annually to the 
Information Resources Management Comm’n and the State Chief Information Officer.   
Intro. by Tolson. 
Ref. to Science & Technology GS 147 
 
April 22, 2003 
H 1003. IT SECURITY CHANGES. Intro. 4/10/03. House committee substitute makes the 
following changes to 1st edition. Amends GS 147-33.89(a) to clarify that agency shall update 
business and disaster recovery plan as necessary. 
 
April 28, 2003 
H 1003. IT SECURITY CHANGES. Intro. 4/10/03. House amendment makes the following 
changes to 2nd edition. Amends GS 147-33.82(f)(4) to require that background report on agency 
liaison be provided to agency head.  Further requires that all personnel in the Office of State 
Auditor who are responsible for information security reviews be subject to a criminal background 
report and that the report shall include criminal information from both the State and National 
Repositories of Criminal Histories for those who have been state residents for less than five years.   
 
May 20, 2003 
H 1003. IT SECURITY CHANGES. Intro. 4/10/03. Senate amendment makes the following 
changes to 3rd edition. Adds new GS 147-33.82(e1) directing the State Chief Information Officer 
to assess state agency compliance with security enterprise-wide set of standards and to require 
that each agency submit information necessary to this assessment.  Requires that the Information 
Resources Management Comm’n and the State Chief Information Officer report on the status of 
the assessment no later than May 4, 2004, and provide estimates of funding needed to bring state 
agencies into compliance. 
 
June 9, 2003 
 SL 2003-153 (H 1003). IT SECURITY CHANGES. AN ACT RELATING TO STATE 
GOVERNMENT INFORMATION TECHNOLOGY SECURITY. Summarized in Daily Bulletin 
4/10/03, 4/22/03, 4/28/03, and 5/20/03. Enacted June 4, 2003. Effective June 4, 2003. 
 


